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This form is designed to collect the data for analysis of the contract (commercial preparation and checking) and to prepare for the examination procedure which will be undertaking by the certification body. 
The form is a part of related procedure documentation. 

1. Data about preferred commercial proposal 
     (the correct answer, please mark a cross)
(
Certification according ISO 20000-1

(
Combined certification ISO 9001 and ISO 20000-1

(
Combined certification ISO 20000-1 and ISO 27001

(
Other:

2. Organization data
    (please attach the brochure if you have)

Organization (parent company):



Adress:



Contact person:



Telephone No.:

  code:



Fax:

  e-mail:



Company form:



Is it the part oft he group:



Date when company was established: 


office/subsidiary:

Commercial proposal for:

(
just for one organization (single procedure): 
(please note)
(
few/all/ organizations (organization with offices):
(please note)

· By the selection method (conjuncted certification)

· By the auditing all organizations (all offices)
(the correct answer, please mark a cross) 

If the offices are included in the certification, please specify full address of the offices in the annex of this document.
Implementation of Information Security Management System (ITSMS).

When the ISMS was officially established?

Has the organization used the external consultancy company during ISMS implementation?

(If yes) Identify this company: 

What other ISMS or it’s components external assessments have the company already executed (pleas describe)?

3. Data about organization’s profile and safety aspects
Please fill separately for the each office (can use a separate sheet)
3.1. The scope of ITSMS. Please give the scope according ISO/IEC TR 20000-3. 

(The scope will be placed on the certificate) (If the scope of each office is different, please define the scopes of each site)
3.2 What kind of products and services are you providing? 

3.3  What kind of techniques of information and communication are applying ? 

3.4. Main purposes of the services levels (index). 
3.5. Functions of public organizations, where are covered by the IT services, if applicable.
3.6. Confidential documents: are ITSMS documents (procedures, records etc.) confidential and/or they are unable to verify?        

 ( Yes    ( No
If yes, please provide the details on what kind of information because of confidentiality you can not provide. 

4. Transfer of Certification of Management Systems
(if applicable)
     

· Current certification body:

· Issue/expiration date:

· Last audit date: 

5. Process and deadlines

We expect to receive the commercial proposal till


Scheduled dates

- First stage audit (Audit 1 state):



- Certification audit (Audit 2 stage)/ validation:



	Considering EU regulations regarding the handling of personal data, I declare that I have received the information and documentation regarding the Rules for certification relevant to the handling of my personal data and agree that my personal data may be used to receive commercial communications by electronic means and processed for the purpose of organization of certification process.

(  I agree



(  I do not agree

This information is being sent.  ______________________________ on __________________________




 Date
Place
signature / company stamp
	Indication , H,M,L (filled by CB)
	
	SCOPE OF INFORMATION SECURITY MANAGEMENT SYSTEM

Please answer the following questions related to the SCOPE of the Information Security Management System. 

If there are more than one sites, please fill this table separately for each of them

	
	QUESTION
	ANSWERS
	COMMENTS
	REMARKS

	
	Number of employees + contractor staff:
	
	Defines the scale of ITSMS implementation, relates to the management systems required for company activities and covered by ITSMS
	

	
	N° staff not full time /in continuous way: 
	
	
	

	
	If present, n° hours:
	
	
	

	
	How the ITSMS requirements differ for different work places?
	
	Define are the ITSMS requirements identical for the working places or different? Define for how many working places requirements are identical or similar.
	

	
	Number of users
	(  >= 1 000 000
	(  >= 200 000
	(  < 200 000
	Defines the used, provided or maintained information systems e.g. Financial systems, Governments,

Schools, Medicals / hospitals, Large Manufacturing
	

	
	Number of sites
	(  >= 5


	(  >= 2
	(  1
	Defines the scale of ITSMS 
	

	
	Number of servers
	(  >= 1000


	(  >= 200
	(  < 200
	Defines the scale of ITSMS implementation, Service delivery,  Relationship, Resolution Control processes
	

	
	Number of IT Service development and Service maintenance staff
	(  >= 100
	(  >= 20
	(  < 20
	Defines the service delivery process, Relationship processes, Resolution processes, Control processes
	

	
	Service level Management
	· External /Internal Service level & major Incident management with high performance against major service level targets, e.g. outage reports, achievements of incidents
	· External/ Service level management with Standard performance against medium service level targets, e.g. outage reports, achievements
	· External Service level management with Standard performance against Standard /non-critical service level targets, e.g. Outage reports, achievements
	
	

	
	IT systems in use:


	· Different platforms/ heterogeneous OS (i.e. Mainframe/Unix/NT)
	· Different platforms/ homogeneous OS (i.e. NT)
	· Single platform/OS (i.e. NT)
	Defines the information systems acquisition, development and maintenance
	Describe types of platforms and OS used



	
	Significance in legal

compliance
	· Incompliance leads to possible prosecution
	· Incompliance leads to significant financial   penalty  or goodwill damage,    critical IT-Services outage
	· Country/industry    Specific IT-regulations, Laws
	Defines the compliance
	

	
	Applicability of sector-specific risk 
	· Sector- specific law and regulation applies
	· No applicable sector-specific law and regulation but significant sector specific IT-Services risk applies
	· No applicable sector-specific law and regulation no significant sector specific IT-Services risk applies
	Defines the compliance
	

	
	Risk for type of data handled
	( High  
	( Medium 
	( Low
	Defines the risk assessment and treatment
	Define the type of data handled:

	
	IT System /processes in outsourcing:
	( YES       ( NO
	Defines the risk assessment and treatment
	If YES, which ones? How?:



	
	Does the organisation have its own development environment? 
	( YES      (  NO
	Defines the information systems acquisition, development and maintenance
	If YES, supply more details?:



	
	Do the employees speak different languages?
	Language that can be used during the audit (understood by employees): 

(  English
(  Germany
(  Russian
(  Lithuanian
(  Polish
(  Romanian`

(  Other:         
	 

	
	Is there any additional/specific IT Service Management aspects?
	( YES       ( NO


	If YES, give details:


	Considering EU regulations regarding the handling of personal data, I declare that I have received the information and documentation regarding the Rules for certification relevant to the handling of my personal data and agree that my personal data may be used to receive commercial communications by electronic means and processed for the purpose of organization of certification process.

(  I agree



(  I do not agree

This information is being sent.  ______________________________ on __________________________




	Other remarks:




 Date
Place
signature / company stamp
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